
Eyeonic Vision Test Privacy Policy
1. Introduction

(a) The Eyeonic Vision Test Platform (Eyeonic Platform) made available throughwebsite (www.eyeonic.com) and Services sold on, or via, this Eyeonic Platformare created, operated and controlled by Eyeonic Pty Ltd (ACN 631 432 892)(Eyeonic, we, our or us).
(b) We are committed to ensuring your Personal Information is protected. Wemanage your Personal Information in accordance with the Australian PrivacyPrinciples set out in the Privacy Act 1988 (Cth) (Privacy Act), the DataProtection Act 2018 (UK DPA) which applies to the United Kingdom and theGeneral Data Protection Regulation (EU 2016/679) (GDPR) which appliesacross the European Union (collectively, Privacy Laws).
(c) By accessing and using and continuing to use the Eyeonic Platform andServices, you agree to this Privacy Policy.
(d) This Privacy Policy outlines how and when we collect, process, use, share,store, disclose, retrieve, alter and destroy your Personal Information and howyou may make a privacy complaint.
(e) For the purpose of this Privacy Policy:

(i) Clinician means non-medical allied health professional, optometrist oroptician (as the context permits) who treat eye conditions or illnesses, andwho access and use the Eyeonic Platform and Services;
(ii) Eye Vision Results means the findings or results of an Eye Vision Testperformed through the Eyeonic Platform;
(iii) Eye Vision Test means the self-administered diagnostic test madeavailable to Users and Clinicians through the Eyeonic Platform for thepurpose of assessing either:

A. a User’s peripheral vision sensitivity; and/or
B. testing whether there are any defects in the User’s binocular vision.

(iv) Health Information has the same meaning that it has under the PrivacyLaws, namely:A. information or an opinion about: (1) the health or a disability (at anytime) of an individual; or (2) an individual’s expressed wishes aboutthe future provision of health services to him or her; or (3). a healthservice provided, or to be provided, to an individual; that is alsopersonal information; orB. other personal information collected to provide, or in providing, ahealth service; orC. other personal information about an individual collected in connectionwith the donation, or intended donation, by the individual of his or herbody parts, organs or body substances; or



D. genetic information about an individual in a form that is, or could be,predictive of the health of the individual or a genetic relative of theindividual.
(v) Personal information (also known as personal data) has the samemeaning that it has under the Privacy Laws, namely, information or anopinion about you which identifies you, or which is reasonably capable ofidentifying you, whether or not the information is true or recorded in amaterial form.
(vi) Sensitive Information (also known as sensitive personal data) is asub-set of Personal Information, as defined under the Privacy Laws andincludes Health Information
(vii)Services mean the provision of Eye Vision Tests made available throughthe Eyeonic Platform
(viii) Token means the credit amount recorded on the Eyeonic Platformwhich can be redeemed in exchange for Eye Vision Tests; and
(ix) User means a person who accesses and uses the Eyeonic Platform toundertake an Eye Vision Test.

2. The information we collect about you
2.1. General

We will only collect and hold Personal Information about Users and Clinicians that arereasonably necessary to undertake our business activities and functions, deliver theEyeonic Platform and Services to Users and Clinicians, or as otherwise permitted bylaw.
2.2. Users

The type of Personal Information that we collect from Users includes:
(i) contact and registration details (for example, full name, gender, date ofbirth, email address and profile picture);
(ii) registration information (such as username and password);
(iii) Health Information, which includes Eye Vision Tests (including thefrequency of Eye Vision Tests) and Eye Vision Results (such as theperipheral vision health conditions or ailments that you have suffered ormay be at risk of suffering, and any other information that is relevant toyour eye health);
(iv) marketing data and information relating to your dealings, or enquiries youhave made, with us, including information about the Services you haveordered; and
(v) through surveys, competition forms or at special events and otherpromotional activities.2.3. Clinicians



The type of Personal Information that we collect from Clinicians includes:
(i) contact and registration details (for example, name, address, emailaddress and photographic identification);
(ii) professional information (for example, job title or role, qualifications,clinical registration number and business address); and
(iii) registration information (such as username and password);
(iv) subscription information (including subscription plan, EyeonicPlatform access privileges and Token information); and
(v) marketing data and information relating to your dealings, or enquiriesyou have made, with us, including information about the Servicesyou have ordered.

2.4. Other information
(a) From Users, Clinicians and visitors to our website, we may also collect and use:

(i) details of our conversations with you (whether by telephone oremail);
(ii) device information and web analytics data which is automaticallycollected from you when you visit and navigate through the EyeonicPlatform and use the Services. Such information may include, butis not limited to, your device type; your device’s network connections;unique device identifier, your device’s name; your device IP address,screen size and calibration, information about your device’s webbrowser and internet connection you use to access the EyeonicPlatform or Services, geolocation information, browsercharacteristics, device characteristics, operating system andlanguage preferences, dates and times of visits to the EyeonicPlatform and other usage statistics; and
(iii) other information that you provide to us or that we may collect in thecourse of our relationship with you.

(b) We may also collect some information that is not Personal Information becauseit does not identify you or anyone else. For example, we may collect anonymousanswers to surveys or aggregated information about how users use the EyeonicPlatform and Services.
(c) If you are a candidate seeking employment with Eyeonic, we will use yourPersonal Information to process your application and assess your suitability forany role. We may retain your information for future reference.

3. How we collect Personal Information
3.1. Direct collection from you



(a) We will collect Personal Information about Users, Clinicians or visitors to ourwebsite in a number of different ways. Whenever possible, Eyeonic will collectPersonal Information and Sensitive Information directly from you during thecourse of our dealings with you. For example, when you:
(i) contact and correspond with us (for example, when you participate in apromotion, competition, or survey, or when you complete online forms forServices or subscribe to our publications, alerts and newsletters, orinformation you provide to us when you send us an email or contact us bytelephone);
(ii) setup and create a profile on the Eyeonic Platform (including when youedit or update your profile on the Eyeonic Platform or reset your password)and when access and use the Eyeonic Platform and Services;
(iii) visit the Eyeonic Platform (including via cookies), contact us online or viatelephone with a query or request or make a comment on our social mediasites;
(iv) provide your Personal Information to third parties (including to our relatedbodies corporate, business partners and service providers, credit reportingbodies, credit providers, government agencies, public registries, searchagencies, regulatory and licensing bodies, parties to whom you refer us(for example, previous employers and referees), recruitment agenciesand from publicly available sources of information (for example, onlinedatabases and social media));
(v) apply for a position of employment with us; or
(vi) are otherwise legally authorised or required to do so.

(b) When we collect Personal Information directly from you, we will take reasonablesteps to notify you (using a collection notice) at, before, or as soon as practicableafter, the time of collection. As a collection notice is specific to a particularcollection of Personal Information, it will provide more specific information aboutour information-handling practices than this Privacy Policy.
(c) By providing your Personal Information to us, you acknowledge that you areauthorised to provide such information to us.

3.2. Collection from third parties
(a) We may collect Personal Information and Sensitive Information about Users from:

(i) your Clinician;
(ii) publicly available sources; and
(iii) other third parties (including our related bodies corporate, businesspartners and service providers, credit reporting bodies, credit providers,government agencies and cloud-based accounting software platforms),
and we take reasonable steps to make sure you are aware of the collection.

(b) Clinicians or other third party provides are, as data controllers, independentlyresponsible for the collection and processing of your Personal Information for their



own independent purposes. If a Clinician or other third party provides us withPersonal Information about a User (as their authorised representative or theirtreating clinician or medical practitioner), we rely on them to:
(i) inform the User that they are providing their Personal Information to us;and
(ii) advise them that they can contact us for further information.

(c) We refer Users to the privacy notices of Clinicians and other third party providersto understand their privacy practices and how to exercise any rights you mayhave.
(d) You must take reasonable steps to ensure the User is aware of, and consents to,the matters outlined in this Privacy Policy, including that their Personal Informationis being collected, the purposes for which that information is being collected, theintended recipients of that information, the individual's right to access thatinformation, who we are, and how to contact us.
(e) We may collect Personal Information about Clinicians from Users, who inviteClinicians to access and use the Eyeonic Platform and Services.
(f) Upon our request, you must also assist us with any requests by a User to accessor update the Personal Information you have collected from them and provided tous.

3.3. Third party payment processor
We use a third party payment processor to process payments made to us. Inconnection with the processing of such payments, we do not collect, process,use, share, store or disclose any payment information (such as credit card andbank account details). Rather, all such information is provided directly to ourthird party processor, Stripe, whose use of your Personal Information isgoverned by their privacy policy, which may be viewed atwww.stripe.com/au/privacy.

3.4. European Union (‘EU’) and United Kingdom (‘UK’) only
(a) For the purposes of complying with the GDPR and UK DPA, you appoint us asyour data processor (as defined in the GDPR and UK DPA), and/or to the extentthat we are a data controller (as defined in the GDPR and UK DPA), to collect,process, use, share, store, disclose, retrieve, alter and destroy your PersonalInformation in accordance with this Privacy Policy.
(b) We must establish a lawful basis for collecting, processing, storing, using anddisclosing the Personal Information of individuals residing in the European Unionand United Kingdom. The legal basis for which we collect your PersonalInformation depends on the data and information that we collect and how we useit, such as:

(i) where you have freely and expressly consented to the collection, use,storage, processing and disclosure of your Personal Information for aspecific purpose. The provision of Personal Information to us is voluntary.However, if you do not provide your Personal Information to us, we maynot be able to provide you with access to, and use of, the Eyeonic Platformand Services. You may withdraw your consent at any time by contactingus using the details below;
(ii) where the collection, use, storage, processing and disclosure of yourPersonal Information is necessary for the performance of a contract to

http://www.stripe.com/au/privacy


which you are a party. For example, when collection and use is necessaryto fulfil our obligations to provide you with access to, and use of, ourEyeonic Platform and Services; and
(iii) for our legitimate business interests, including, but not limited to:

(A) providing, operating and improving the Eyeonic Platform andServices;
(B) marketing new promotions, deals, competitions, products, servicesor features of the Eyeonic Platform provided by us or ourAuthorised Affiliates that we consider may interest or benefit you;
(C) managing, analysing, understanding and developing ourrelationship with you; and
(D) responding to your queries or complaints (such as when you submita question via email).

(c) where there is a legal obligation to collect, use, store, process or disclose yourPersonal Information and Sensitive Information. For example, we may be obligedto disclose your Personal Information and Sensitive Information by reason of anyapplicable law, regulation or court order and/or to protect our interests and legalrights, or the public interest.
4. How we use your Personal Information

4.1. Purposes of use and disclosure
(a) We do not sell your Personal Information or Sensitive Information. We will onlyuse, process and disclose your Personal Information and Sensitive Information inaccordance with Privacy Laws, including with respect to the purposes for which itis collected. For example, we may collect, process and use your PersonalInformation and Sensitive Information:

(i) to provide or deliver our Services to you, including, without limitation, toprovide you with access to, and use of the Eyeonic Platform (including EyeVision Tests and Eye Vision Results), in particular:
(A) in the case of Clinicians, we disclose your Personal Information toUsers for the purpose of the User inviting the Clinician to accessand view the Eye Vision Results made available through theEyeonic Platform; and
(B) in the case of Users, we disclose your Personal Information andSensitive Information to Clinicians for the purpose of allowing Usersto undertake an Eye Vision Test and to allow Clinicians to accessand view the Eye Vision Results made available through theEyeonic Platform.

(ii) to assist with, or responding to, your queries;
(iii) to inform you about the Eyeonic Platform, Services, offers, competitions,promotions, events, sweepstakes, surveys, questionnaires, or othermatters which we believe are of interest to you (such as recruitment or jobopportunities);
(iv) to share with our Authorised Affiliates;
(v) to administer, improve and manage the Eyeonic Platform and Services,(including customising the advertising and content on the Eyeonic



Platform), informing you about scheduled maintenance or outages andrelationship with you;
(vi) to charge and bill you for the use of Eyeonic Platform and Services;
(vii) to verify the identity and qualifications of Clinicians and for fraud preventionpurposes;
(viii) for internal record keeping;
(ix) for research and statistical analysis;
(x) for direct marketing purposes (see section 5 below); and
(xi) to comply with our legal and regulatory obligations.

(b) In the event of a merger, acquisition or sale of the whole or part of our business orassets, we reserve the right to transfer your Personal Information as part of thetransaction, without your consent or notice to you.
4.2. Disclosure to Authorised Affiliates

(a) In order to provide or deliver the Eyeonic Platform and Services to you, we maydisclose your Personal Information and Sensitive Information to:
(i) our related bodies corporate, business partners, service providers, thirdparty contractors, agents or suppliers;
(ii) authorised external service providers who perform functions on our behalf,such as third party payment processors, financial and credit cardinstitutions in order to process any payments, internet and technologyservices providers, web developers, hosting companies, marketing,advertising and security and authentication and authorisation access platformproviders, fulfilment companies, credit reporting agents, debt collectionagents, market research and recruitment service providers;
(iii) external business advisors, such as auditors, lawyers, insurers andfinanciers,
(collectively, Authorised Affiliates).

(b) We may also disclose your Personal Information and Sensitive Information:
(i) to any other party with your consent and direction;
(ii) to clinician auditors (in anonymized form) for research and audit purposesand to otherwise improve the Services;
(iii) to law enforcement bodies or regulatory authorities to assist with theirfunctions, or as otherwise required or authorised by law; or
(iv) where we consider necessary to comply with any applicable law,regulation, legal process, governmental request or industry code orstandard.

(b) When we disclose your Personal Information and Sensitive Information to any ofour Authorised Affiliates, we will ensure that they undertake to protect yourprivacy. These Authorised Affiliates are not permitted to use the information forany purpose other than the purpose for which they have been given access.



(c) Our Authorised Affiliates may also provide us with Personal Information andSensitive Information collected from you. If you disclose Personal Information andSensitive Information to an Authorised Affiliates, we rely on you to provide theAuthorised Affiliates with consent for us to collect, storage, use, process, alter anddisclose your Personal Information.

4.3. International data transfers
(a) Your Personal Information and Sensitive Information may be processed andhosted by Authorised Affiliates in countries other than the country in which theinformation was originally collected, including countries that may have lessrigorous data protection laws than the country in which you initially provided theinformation or in which your information was originally collected.
(b) In case of international data transfers, we will protect your Personal Information asrequired by relevant Privacy Laws.
(c) Where we do transfer your Personal Information to our Authorised Affiliateslocated outside of Australia, some Authorised Affiliates may be located incountries that do not provide the same level of data protection that may beprovided under the Privacy Act. Where we transfer your Personal Information torecipients outside of Australia, we will take reasonable steps to ensure that yourPersonal Information is treated securely and the means of transfer providesadequate safeguards. Those countries that we may disclose your PersonalInformation to that are located outside of Australia include (but are not limited to)the United States.
(d) Where we do transfer your Personal Information to our Authorised Affiliateslocated outside of the European Union and the United Kingdom, some AuthorisedAffiliates are located:

(i) in countries which are considered as providing the same or an adequatelevel of data protection under the GDPR and UK DPA. These transfers donot, therefore, require any additional safeguards under the GDPR and UKDPA; or
(ii) in countries not providing the same or an adequate level of data protectionunder the GDPR and UK DPA, such as Australia and United States and,where required by law, Eyeonic will take steps reasonably necessary toensure that there is a legal basis for the transfer of your PersonalInformation and Sensitive Information, and we will ensure your PersonalInformation and Sensitive Information is treated securely, including:

(A) using reasonable endeavours to ensure that each overseasAuthorised Affiliate receiving your Personal Information are boundby Standard Contractual Clauses approved by the EuropeanCommission, which can be foundat http://ec.europa.eu/justice/data-protection/international-transfers/transfer/index_en.htm) or alternative legal tools; and
(B) adopting technical and organisational safeguards (see section 7below).

(e) By accessing or using our Eyeonic Platform and Services ,or providing yourPersonal Information and Sensitive Information to us, you explicitly and freelyconsent to the transfer of your Personal Information to our overseas AuthorisedAffiliates.

http://ec.europa.eu/justice/data-protection/international-transfers/transfer/index_en.htm
http://ec.europa.eu/justice/data-protection/international-transfers/transfer/index_en.htm


(f) If you do not wish to receive information from any of our Authorised Affiliates,please let us know using the details below.
4.4. Disclaimer

(a) We will not disclose your Personal Information and Sensitive Information to anythird party (other than our Authorised Affiliates) without your written consent,unless:
(i) we are otherwise required by the relevant Privacy Laws;
(ii) we are permitted to under this Privacy Policy; or
(iii) such disclosure is, in our opinion, reasonably necessary to protect ourrights or property, avoid injury to any person or ensure the properfunctioning of the Eyeonic Platform.

(b) This Privacy Policy only covers the use and disclosure of information we collectfrom you. The use of your Personal Information and Sensitive Information by anyClinician or third party is governed by their privacy policies and is not within ourcontrol.
5. Direct marketing

5.1. Your consent
(a) At the time of accessing, or using, the Eyeonic Platform and Services or from timeto time, we may seek your express consent when you are providing us with yourPersonal Information, for us to send you marketing or promotional materials andother information.
(b) Where we have obtained your prior consent or are otherwise permitted underPrivacy Laws, we may, from time to time, use your Personal Information to sendyou information about the promotions, deals, competitions, products or serviceswe offer, and any other information that we consider may be relevant to you.
(c) These communications may continue, even after you stop using the EyeonicPlatform and Services.

5.2. Communication channels
(a) We may send this information to you via the communication channels specified atthe time you provide your consent.
(b) These communication channels may include mail, email, SMS, telephone, socialmedia or by customising online content and displaying advertising on the EyeonicPlatform.

5.3. Opting-out
(a) At any time, you can opt out of receiving these communications by:

(i) contacting us using the details below; or
(ii) using the unsubscribe function in the email or SMS.

(b) You may re-subscribe at any time by re-registering via Eyeonic Platform.



6. Notifiable Data Breaches Scheme
In the event of any loss, or unauthorised access or disclosure of your PersonalInformation and Sensitive Information that is likely to result in serious harm to you, wewill investigate and notify:
(a) you; and
(b) the Australian Information Commissioner, the supervisory authority in the EU, theUK Information Commissioner’s Office or relevant supervisory authority in theUnited States (as the case may be),

as soon as practicable, in accordance with mandatory data breach notifications obligationscontained in the relevant Privacy Laws.
7. Storage and security

7.1. Protecting your Personal Information and Sensitive Information
(a) We take reasonable steps in the circumstances to keep your Personal Informationand Sensitive Information safe. We use a combination of technical, administrative,organisational and physical controls to protect and maintain the security of yourPersonal Information and Sensitive Information. Some of the safeguards that weuse include firewalls and data encryption, physical access controls to datacentres, SSL (Secure Socket Layer) encryption when transmitting paymentinformation, and information access authorisation controls.
(a) Our officers, employees, agents and third-party contractors are expected toobserve the confidentiality of your Personal Information and Sensitive Information.
(b) Wherever possible, we procure that Authorised Affiliates who have access to yourPersonal Information take reasonable steps to:

(i) protect and maintain the security of your Personal Information andSensitive Information; and
(ii) comply with the relevant Privacy Laws when accessing and using yourPersonal Information and Sensitive Information.

7.2. No guarantee
(a) The transmission of information via the internet is not completely secure. While wedo our best to protect your Personal Information and Sensitive Information, wecannot guarantee the security of any Personal Information and SensitiveInformation transmitted on, or via, the Eyeonic Platform.
(b) You provide your Personal Information and Sensitive Information to us at yourown risk and we are not responsible for any unauthorised access to, anddisclosure of, your Personal Information and Sensitive Information.

7.3. Destruction of Personal Information and Sensitive Information
(a) Eyeonic will only retain the Personal Information and Sensitive Information wecollect about you for as long as necessary for the purpose for which thatinformation was collected, and to the extent permitted by Privacy Laws.
(b) We take steps to ensure that when we no longer need to use your PersonalInformation and Sensitive Information, we remove it from our systems and recordsand/or take steps to anonymize it so that you can no longer be identified from it(unless we need to keep your information to comply with legal or regulatoryobligations (such as under document retention and destruction laws) to which weare subject).



7.4. Suspected data security breach
In the event of any loss, or unauthorised access or disclosure of your PersonalInformation and Sensitive Information that is likely to result in serious harm to you, wewill investigate, prevent, mitigate and notify you and:

(a) (Australia) the Office of the Australian Information Commissioner; or
(b) (EU only) supervisory authority in the country in which you reside which hasresponsibility for privacy and data protection.

8. Links to other sites from the Eyeonic Platform
(a) The Eyeonic Platform may contain hyperlinks or banner advertising to or fromthird-party websites.
(b) We do not endorse any of these third parties, their products or services, or thecontent on these websites.
(c) These websites are not subject to our privacy standards, policies and procedures.Therefore, we recommend that you make your own enquires about their privacypractices.
(d) We are in no way responsible for the privacy practices or content of these third-party websites.

9. Cookies policy
(a) We may collect information when you access and use the Eyeonic Platform byutilising features and technologies of your internet browser, including cookies,pixeled tags, web beacons, embedded web links and similar technologies. Acookie is a piece of data that enables us to track and target your preferences.These cookies are either set by us or third party providers,
(b) The type of information we automatically collect may include statisticalinformation, details of your operating system, location, your internet protocol (IP)address, size of screen, the date and time of your visit, the pages that you haveaccessed, the links which you have clicked and the type of browser that you wereusing.
(c) We may use cookies and similar technologies to:

(i) enable us to identify you as a return user and personalise and enhanceyour experience and use of the Eyeonic Platform; and
(ii) help us improve our Services to you when you access the EyeonicPlatform and to ensure that the Eyeonic Platform remain easy to use andnavigate.

(d) Most browsers are initially set up to accept cookies. However, you can reset yourbrowser to refuse all cookies or warn you before accepting cookies.
(e) If you reject our cookies or similar technologies, you may still use the EyeonicPlatform but may only have limited functionality of the Eyeonic Platform andServices.
(f) We may also use your IP address to analyse trends, administer the EyeonicPlatform and other websites we operate, track traffic patterns and gatherdemographic information.
(g) Your IP address and other Personal Information may be used for credit fraudprotection and risk reduction.



10. Your rights in relation to privacy
10.1. Privacy rights (EU and UK only)

(a) Under the GDPR and UK DPA, you have a number of important rights. Subject tocertain exceptions, you have the right to:
(i) fair and transparent processing of your Personal Information and SensitiveInformation and processing in accordance with the GDPR and UK DPA;
(ii) require us to rectify or correct any Personal Information and SensitiveInformation we hold about you that is inaccurate or incomplete;
(iii) require us to erase your Personal Information and Sensitive Information incertain situations (subject document retention and destruction laws);
(iv) obtain a copy of your Personal Information in a commonly used electronicformat so that you can manage and move it, or request we send it to a thirdparty;
(v) object or withdraw your consent at any time to the collection, use,processing or disclosure of your Sensitive Information and PersonalInformation (including for direct marketing purposes). In such a situationwe will cease processing your Personal Information unless there is a legalbases for us to continue to collect, use, process or disclosure yourPersonal Information. In this scenario, you must also immediately ceaseusing Eyeonic Platform;
(vi) object to decisions being made by automated means which produce legaleffects concerning you or significantly affecting you; or
(vii) otherwise restrict our collection, use, processing or disclosure of yourPersonal Information and Sensitive Information in certain circumstances.

(b) Where you exercise your right to impose a restriction on the use, disclosure,processing of your Personal Information and Sensitive Information in accordancewith this clause, your Personal Information and Sensitive Information will only beused, processed, and disclosed with your consent.
(c) You can exercise any of these rights by contacting us using the details below.

10.2. Access rights
(a) We will use our reasonable endeavours to keep your Personal Information andSensitive Information accurate, up-to-date and complete.
(b) You have the right to access any Personal Information and Sensitive Informationwe hold about you, subject to some exceptions provided by relevant Privacy Laws.
(c) You can access, or request that we correct, your Personal Information by writingto us using the details below. We may require proof of identity.
(d) If we do not allow you to access any part of your Personal Information, we will tellyou why in writing.
(e) We will not charge you for requesting access to your Personal Information andSensitive Information but may charge you for our reasonable costs in supplyingyou with access to this information.



(f) We will endeavour to respond to your request for access or correction within 1month from your request.
(g) Personal Information will be given to you in a structured, commonly used, machinereadable format.

11. Children's policy
(a) We do not knowingly seek, collect or process Personal Information from or aboutpersons under the age of 16 years of age (Children) without the consent of aparent or guardian.
(b) If we become aware that any personal information relating to a Child has beenprovided without the consent of a parent or guardian, we will use reasonableendeavours to:

(i) delete the Personal Information from all relevant files as soon as possible;or
(ii) ensure, where deletion is not possible, that the Personal Information is notused further for any purpose or disclosed further to any Authorised Affiliate.

(c) Any parent or guardian with queries regarding our collection, use, processing ordisclosure of Personal Information relating to their Child should contact us usingthe details below.
12. Privacy complaints

(a) If you have any complaints or issues you wish to raise with us regarding the waywe have handled your Personal Information, or would like to discuss any issuesabout our Privacy Policy, please contact us directly by email atsupport@eyeonic.com or in writing to 330 Balaclava Road, Caulfield North, 3161,Australia. Please provide us with full details of your complaint and any supportingdocumentation.
(b) We will review your complaint, respond to you within a reasonable period of timeto acknowledge your complaint, and inform you of the next steps we will take inresolving your complaint. At all times, we will treat your privacy complaint seriouslyand in a confidential manner.
(c) If you are unhappy with a response that you have received from us, you maydirect your complaint to the Office of the Australian Information Commissioner. Ifhowever, you reside in the European Union, you may make a complaint to thesupervisory authority in the country in which you reside which has responsibilityfor privacy and data protection.

13. Changes to this Privacy Policy
From time to time it may be necessary for us to review and revise our Privacy Policy. Wemay notify you about changes to this Privacy Policy by posting an updated version onour website. We encourage you to check our website from time to time to ensure you arefamiliar with our latest Privacy Policy.


